
On 5 Feb 2010, at 16:32, .Box.UKLINK.Manual wrote: 
 
 
Subject: CB/946/DA - RE: CB/943/DA – Actions and Discussions within the 
ConQuest External User GroupSubject 
  
Colleague, 
  
Following the request for information from Users regarding the ConQuest 
replacement system interactions via web interfaces, we have received three 
responses from Users.  
  
All respondees indicated the use of ‘Internet Explorer 6’ or above which we propose 
will be the baseline browser for the new replacement system.  
  
Three respondees indicated that cookies were allowed, two of which indicated only 
from trusted sites, but the fourth that cookies were forbidden.  Should cookies not be 
enabled this may compromise security and the user experience (e.g Single Sign On 
capability would not be enabled).  We would like to continue to work with the User 
community to determine how we can utilise cookies (for example, as a trusted site) 
so that we can provide the best experience and limit bespoke coding without 
compromising User security. 
  
Two partie confirmed that use of email in the event of a ‘forgot password’ scenario 
was acceptable, as was certifying sites (i.e. only specific IP Addresses would be able 
to access the replacement system). 
  
It is my intention to discuss the above with the UKLink Committee on Thursday 11th 
February so that we can start development on this basis.  Should you have any 
views that you wish to be considered and are unable to attend the UKLC, please 
provide comments to me prior to the meeting.  This communication has been issued 
to both the UKLink distribution lists and the ConQuest External User Group to ensure 
impacted parties have opportunity to comment. 
  
Regards, 
  
  
David Addison Project Manager xoserve Projects & Change Management 31, Homer 
Road, Solihull, B91 3LT. 0121 623 2741 mailto:david.addison@xoserve.com 
  
If you have any comments, concerns or issues with this email, please contact 
uklink@xoserve.com 
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